
Klauzula informacyjna w zakresie Ochrony Sygnalistów 4. WSzKzP SPZOZ we Wrocławiu 
 

1. Mając na uwadze zapisy art. 13 ust. 1  i 2 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 
2016/679 z 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem 
danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 
95/46/WE, zwanym dalej „RODO”,  poniżej przedstawiam informacje i zasady przetwarzania 
danych osobowych pracowników przez  4. WSzKzP SPZOZ we Wrocławiu. 

2. Administratorem Pani/Pana danych osobowych jest 4 WSzKzP SPZOZ we Wrocławiu, 
reprezentowany przez Komendanta Szpitala (dalej: Szpital) z siedzibą przy ul. Rudolfa Weigla nr 5, 
adres e-mail: szpital@4wsk.pl. 

3. We wszelkich sprawach dotyczących przetwarzania danych osobowych przez Szpital można 
kontaktować się z wyznaczonym w tym celu Inspektorem Ochrony Danych na adres e-mail: 
iod@4wsk.pl, nr tel. 261-660-810 lub osobiście.  

4. Pani/a dane osobowe będą przetwarzane w celu przyjęcia zgłoszenia oraz przeprowadzania 
postępowania wyjaśniającego na podstawie obowiązku prawnego, jakiemu podlega Administrator 
na podstawie ustawy z dnia 14 czerwca 2024 r. o ochronie sygnalistów. 

5. Ochrona tożsamości sygnalisty: Może Pani/Pan dokonać zgłoszenia anonimowego. 
W przypadku podania danych umożliwiających identyfikację, Pani/Pana dane osobowe, nie 
podlegają ujawnieniu nieupoważnionym osobom (tzn. osobom spoza zespołu odpowiedzialnego 
za prowadzenie postępowania w zgłoszonej sprawie), chyba że za Pani/Pana wyraźną zgodą. 

6. Administrator zapewnia poufność Pani/Pana danych, w związku z otrzymanym zgłoszeniem. 
W związku z tym dane mogą być udostępnione jedynie podmiotom uprawnionym do tego na 
podstawie przepisów prawa oraz podmiotom, którym administrator powierzył przetwarzanie 
danych, tzn.: 
✓ podmioty dostarczające i utrzymujące oprogramowanie wykorzystywane w celu przetwarzania 

danych pracowników i byłych pracowników oraz ich rodzin;  
✓ podmioty, którym przekazuje się dokumentację pracowniczą dla celów niszczenia po 

zakończonym okresie przechowywania;   
✓ podmioty świadczące usługi doradczo-kontrolne na zlecenie Szpitala (np. firmy audytorskie, 

certyfikujące); 
✓ podmioty przetwarzające dane w celu prowadzenia zastępstwa procesowego np. kancelarie 

prawne. 
7. Dane osobowe przetwarzane w związku z przyjęciem zgłoszenia lub podjęciem działań 

następczych oraz dokumenty związane z tym zgłoszeniem są przechowywane przez okres 3 lat po 
zakończeniu roku kalendarzowego, w którym przekazano zgłoszenie lub zakończono działania 
następcze, lub po zakończeniu postępowań zainicjowanych tymi działaniami. Dane osobowe, które 
nie mają znaczenia dla rozpatrywania zgłoszenia, nie są zbierane, a w razie przypadkowego 
zebrania są niezwłocznie usuwane. Usunięcie tych danych osobowych następuje w terminie 14 dni 
od chwili ustalenia, że nie mają one znaczenia dla sprawy. 

8. Posiada Pani/Pana prawo żądania dostępu do swoich danych osobowych, a także ich 
sprostowania (poprawiania). Przysługuje Pani/Panu także prawo do żądania usunięcia lub 
ograniczenia przetwarzania, a także sprzeciwu na przetwarzanie, przy czym przysługuje ono 
jedynie w sytuacji, jeżeli dalsze przetwarzanie nie jest niezbędne do wywiązania się przez 
Administratora z obowiązku prawnego i nie występują inne nadrzędne prawne podstawy 
przetwarzania.  

9. Przysługuje Pani/Panu prawo wniesienia skargi na realizowane przez Administratora 
przetwarzanie do Prezesa Urzędu Ochrony Danych Osobowych, ul. Stawki 2, 00-193 Warszawa 
(uodo.gov.pl).  

10. Podanie danych jest dobrowolne i nie stanowi warunku przyjęcia przez nas zgłoszenia.  
 


